


















































































































































































































































































4.46 – Authorized Absences
arp.nmsu.edu/4-46

Students making satisfactory progress in their classes will be excused from classes
when they are representing the university at a university sponsored event (e.g.,
ASNMSU president represents the university at legislative session, student-athletes
competing in university scheduled athletic events, or educational field trips, and
conferences).  Authorized absences do not relieve the student of class
responsibilities.  Prior written notice of the authorized absence will be provided to
the instructor by the sponsoring department.

Details
Scope: NMSU System

Source: ARP Chapter 4 | Curriculum and Course Management 

Rule Administrator: Executive VP and Provost

Last Updated: Not Available

Related
Cross-Reference:

Revision History:

Recompiled 2017, formerly Rule 6.16;

10/21/2015 former Policy 6.16 replicated by Board of Regents as initial Rule 6.16.
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https://arp.nmsu.edu/4-46/
https://arp.nmsu.edu/tag/evvp/




































































































































Professional Development Opportunities 





































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































Sensitive Information
Non-Public, Personal Information



















































































15.62 – Protection of Sensitive Information
arp.nmsu.edu/15-62

Certain information generated by the operations of the various university colleges
and other units is sensitive in nature, and requires a heightened level of protection
to ensure its confidentiality.  Examples of sensitive information included, but are not
limited to:  classified information, controlled unclassified information, and
proprietary information.

A. Definitions

1. Classified information refers to information owned by, produced by or for,
or is under control of the United States Government specifically authorized
under criteria established by an Executive Order or an Act of Congress to be
kept secret; unauthorized disclosure, either by itself or in context with other
information, reasonably could be expected to cause damage to national
security, including defense against transnational terrorism.

2. Controlled unclassified information refers to information that loss, misuse,
unauthorized access or disclosure, or modification thereof could cause harm
to important interests, such as personal or medical privacy to which
individuals are entitled under laws, national security, law enforcement,
proprietary commercial rights, or the conduct of government agency
programs. Controlled unclassified information includes, but not is limited to,
information designated by a federal government agency as “For Official Use
Only”, personally identifiable information generated in research approved by
the Institutional Review Board, and information protected by the International
Trafficking in Arms Regulations (ITAR), the Export Administration Regulations
(EAR), the Family Educational Rights and Privacy Act (FERPA), the Health
Insurance Portability and Accountability Act (HIPPA), the Gramm-Leach-
Bliley Act (GLBA), and the Red Flags Rule under the Fair and Accurate
Credit Transactions Act of 2003.

3. Proprietary information refers to confidential information shared for the
purpose of research or other academic inquiry and that is often protected by
agreements not to be disclosed to competing commercial entities or the
general public.
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https://arp.nmsu.edu/15-62/


B. Duty to Safeguard Sensitive Information

Units keeping or using sensitive information should develop appropriate procedures
for its protection and train faculty, staff, and students whose positions require
access to such information. All employees shall comply with applicable laws and
regulations, university policy, rules and procedures, governing university and/or
departmental procedures, and contractual agreements regarding non-disclosure of
such information. Related policies and rules include:

ARP 15.11 Acceptable Use of ICT Equipment and Resources
ARP 15.50 NMSU Institutional Data Security
ARP 5.40 Access to Student Educational Records – FERPA Compliance
ARP 15.63 Protection of Non-Public, Personal Information
ARP 15.91 Identity Theft Protection
RPM 15.65 Security Clearance (Department of Defense)
ARP 11.00 Research – General Principles — D. Protection of Sensitive
Information
ARP 11.01 Research Oversight and Management — D. Institutional
Review Board
ARP 11.20 Responsibility and Accountability for Sponsored Project
Awards —  D. Maintenance of Sponsored Project Records
ARP 4.70 Embargo of Dissertations or Master’s Theses
ARP 3.00 Ethical Conduct Required in all NMSU Operations

Details
Scope: NMSU System
Source: ARP Chapter 15 | Information Management and Data Security

Rule Administrator: Chief Information Security Officer

Last Updated: 02/13/2018

Related
Cross-Reference:
RPM 15.50 Information Data Security

Revision History:

02/13/2018 Amendment approved by Chancellor;
Recompiled 2017, formerly Rule 3.65;
10/21/2015 former Policy 3.65 replicated by Board of Regents as initial Rule 3.65;
10/10/2011 Policy adopted by Board of Regents
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http://arp.nmsu.edu/15-11
http://arp.nmsu.edu/15-50
http://arp.nmsu.edu/5-40
http://arp.nmsu.edu/15-63
http://arp.nmsu.edu/15-91
http://rpm.nmsu.edu/15-65
http://arp.nmsu.edu/11-00
http://arp.nmsu.edu/11-01
http://arp.nmsu.edu/11-20
http://arp.nmsu.edu/4-70
http://arp.nmsu.edu/3-00
https://arp.nmsu.edu/tag/chief-information-security-officer/
http://rpm.nmsu.edu/15-50
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15.63 – Protection of Non-public, Personal
Information

arp.nmsu.edu/15-63

A. Protection of Private, Non-Public Information

NMSU maintains the security and confidentiality of private, non-public records and
information, and protects it from anticipated threats or hazards, as well from
unauthorized access to or use of such records, in accordance with the Gramm-
Leach-Bliley Act (GLBA Act), 15 U.S.C. Subchapter 1, §§ 6801-6809.

B. Examples of Private Information

New Mexico State University collects information such as:

1. Name (in combination with)
2. Social Security Number
3. Date and location of birth
4. Gender
5. Financial status
6. Salary history
7. Personal check information
8. Bank information – check routing numbers
9. Credit card numbers

10. Drivers license information

C. Compliance with Applicable Laws

NMSU’s policy is to identify and safeguard this information, when required, with the
appropriate procedures, consistent with the GLB Act.  The university will manage
private, non-public information in accordance with all applicable state and federal
guidelines relating to the use, disclosure and retention of private, non-public
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https://arp.nmsu.edu/15-63/


information.  Appropriate administrative, technical and physical security of this
information is identified in the Plan for Creation and Implementation of Privacy and
Safeguarding Guidelines.  A copy of this plan is available at NMSU Privacy.

Details
Scope: NMSU System
Source: ARP Chapter 15 | Information Management and Data Security

Rule Administrator: Chief Information Security Officer

Last Updated: 02/13/2018

Related
Cross-Reference:
RPM 15.50 Information Data Security

Revision History:

02/13/2018 Amendment approved by Chancellor;
Recompiled 2017, formerly Rule 2.90.30;
10/21/2015 former Policy 2.90.30 replicated by Board of Regents as initial Rule
2.90.30

© 2017 New Mexico State University - Board of Regents
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https://legal.nmsu.edu/wp-content/uploads/sites/28/2018/02/10.21.15-updated-NMSU-Written-Info-Security-Plan-and-Guidelines.pdf
https://arp.nmsu.edu/tag/chief-information-security-officer/
http://rpm.nmsu.edu/15-50
























































Clean Air (Smoking Restrictions)

















































































































































































































































































































































- Acces Log of Security Camera Records
 - Security Camera Training and Acknowledgment Form
 - Security Camera Proposal and Jusification Form
 - Flowchart of Procedures for Faculty Alleged Misconduct, Investigation 

 - Flowchart of Procedures to Determine Eligibility for Rehire Status
 - Community College Approval Sequence for Curricular Credentials
 - Las Cruces Campus Approval Sequence for Curricular Credentials
 - Academic Units (Procedures for Changes)

 - Flowchart - Nonacademic Program/Unit Changes
























